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Additional product offerings

C berinciden response

> S "hicerip; ion-based incident response provides ongoing
deep forensics on an attack and updates rules within
your automated response playbooks. Once a threat has
been restricted, the CyFlare SOC team will work with you
to build a proactive incident response plan that will help
prepare you to prevent any potential breaches, intrusions,
fraud or other incidents in the future. This is available
with a minimal one-time set up fee.

> On-demand incident response provides complete
one-time immediate support with tabletop security tactic
exercises, data forensics, simulated incidents that verify
response readiness, response plan documentation and
after-hours support. This is available for a one-time fee
for up to 25 hours of support and service.

Pene ra ion; ez i

*Crown Castle’s SOC is managed and powered by CyFlare. For more information, please contact 1-888-701-0851 or visit Cro &hCa le.com



Why Crown Castle?

O’r 'niq’e, na ion Nde por; folio
With approximately 90,000 route miles of fiber, we own and operate one of the largest

and densest fiber networks in the country with a presence in 23 of the top 25 US markets.

O’r pro en;rack record
In our 30 years of experience owning and operating network assets we've seen it all and
we're always ready to adapt to changing network trends.

O 'r deep e! per.ise
We've worked with nearly every industry so we understand your unique opportunities
and challenges and can tailor solutions to meet your goals.

O ’r;ol’; ions

We have your networking
and security needs
covered. Visit our
infrastructure solutions
page to learn more about
our suite of solutions and
how they can solve your
toughest challenges.
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